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1: Once logged in, look for a "Server" and click on it.

2. Click on the SSH Key option.

How to add new system key
on server in CloudPanzer?
Follow the steps below to add a new system key  

https://kb.cloudpanzer.com/uploads/images/gallery/2023-09/suEsuOv2hDDf7vum-image.png


3. Click on the Add New button.

4. Then click on the New tab.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-09/wgDjbPIneCyry8ew-image.png
https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/0gjeiYWE27lv4vyD-image.png


5. Fill in all the details and then click on the Add New button.

6. Here, you can see the SSH key added successfully. You can copy the SSH command from here. It
attempts to establish a secure shell (SSH) connection to a remote server with the IP address.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/hziOZQgx4GJ7X8qV-image.png
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https://www.youtube.com/embed/c7vVCidGyh8

1: Once logged in, look for a "Server" and click on it.

How to add SSH key on a
server in CloudPanzer?

Secure Shell (SSH) is a protocol used to securely connect to a remote computer. One way to
authenticate an SSH connection is by using an SSH key pair, which consists of a private key
and a public key. This guide will show you how to add an SSH key to your Cloud Panzer
account in order to authenticate your connections.

Prerequisites : 

You must have an Active Server. You can jump to the tutorial section if the above conditions
are proper, Or first follow the links below to set up the prerequisites.

How to install a Server

Tutorial : 

You can watch the Video or Continue reading the post.

Follow the steps below to add the SSH key:

https://www.youtube.com/embed/c7vVCidGyh8
https://kb.cloudpanzer.com/books/web-portal/page/how-to-create-a-server


2. Click on the SSH Key option.

3: Click on the add new button.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/wNC7b3pdHXsHO2zJ-image.png
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4: Fill in all fields and click on the add new button.

Here, you can see the SSH Key added successfully.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-06/7wjgYpcDIU9yqNuc-image.png
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Looking for mobile App Instructions?
Available at https://kb.cloudpanzer.com/books/mobile-app/page/how-to-add-ssh-
key-RQl

https://kb.cloudpanzer.com/uploads/images/gallery/2023-06/K7AuvstUuAt01cI4-image.png
https://kb.cloudpanzer.com/books/mobile-app/page/how-to-add-ssh-key-RQl
https://kb.cloudpanzer.com/books/mobile-app/page/how-to-add-ssh-key-RQl


https://www.youtube.com/embed/CzfvHiqcIHI

1: Once logged in, look for a "Server" and click on it.

How to delete SSH key on
server in CloudPanzer?

It is important to make sure that you delete the correct key, as deleting the wrong key could
potentially cause problems with your SSH connections. It is also a good idea to make a
backup of your keys before deleting them, in case you need to restore them for any reason.

Prerequisites : 

You must have an Active Server. You can jump to the tutorial section if the above conditions
are proper, Or first follow the links below to set up the prerequisites.

How to install a Server

Tutorial : 

You can watch the Video or Continue reading the post.

Follow the steps below to delete the SSH key  

https://www.youtube.com/embed/CzfvHiqcIHI
https://kb.cloudpanzer.com/books/web-portal/page/how-to-create-a-server-on-cloudpanzer


2. Click on the SSH Key option.

3: Select the SSH Key that you want to delete and click on the delete button.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/Ty4ptHLzTzzVqpQH-image.png
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4: Click on the yes button to delete the selected key.

Here, you can see SSH key was deleted successfully.
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Looking for Mobile App Instructions?
Available at https://kb.cloudpanzer.com/books/mobile-app/page/how-to-delete-ssh-
key-reb

https://kb.cloudpanzer.com/uploads/images/gallery/2023-06/KalMoUc8DtnO4gPh-image.png
https://kb.cloudpanzer.com/books/mobile-app/page/how-to-delete-server-ssh-key-through-the-mobile-app
https://kb.cloudpanzer.com/books/mobile-app/page/how-to-delete-server-ssh-key-through-the-mobile-app


1: Once logged in, look for a "Server" and click on it.

2. Click on the SSH Key option.

How to view SSH public key
on server in CloudPanzer?
Follow the steps below to view the SSH public key

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/fesGLja7p3aGJfq3-image.png


3. Click on the view icon.

4. Here you can see the public key has been shown successfully.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/IrLnX5Sbgw5EVkZN-image.png
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1: Once logged in, look for a "Server" and click on it.

2. Click on the SSH Key option.

How to view system key
events on server in
CloudPanzer?
Follow the steps below to view system key events  

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/hnDNHIqIxBwBb0cz-image.png


3. Click on the system key events option.

4. A dialog box with the list of events will show. Then, click on the events file icon.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/hU7or6ps9zccSL0S-image.png
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5. Here you can see the logs of event file successfully.

https://kb.cloudpanzer.com/uploads/images/gallery/2023-08/Opz34oZrLI8AHKyE-image.png
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1: Once logged in, look for a "Server" and click on it.

2. Select the Authorized SSH Option.

How to sync Authorized SSH
on server in the cloudpanzer
website?

The file contains the public keys of SSH users who are allowed to log in to the root account.
When someone attempts to log in via SSH, the server checks if the corresponding private
key matches any of the public keys stored in this file.

Follow the steps below to sync Authorized SSH

https://kb.cloudpanzer.com/uploads/images/gallery/2024-09/B7KTGeeHKJxVLhbZ-image.png


3. Click on the Sync button.

Here, you can see the Authorized SSH Key Sync successfully.
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